
Privacy Policy 

Thank you for your interest in our app. Protecting your privacy is very important to us. 
Below we inform you in detail about the handling of your data. 

As a matter of principle, we only collect and use personal data of our users to the 
extent that this is necessary for the provision of a functioning app as well as our 
content and services.  

1. Name and address of the data controller pursuant to Art. 4 (7) GDPR 

The data controller for this website is: 

Rimini Apparat GbR:  
Helgard Haug, Jörg Karrenbauer, Stefan Kaegi, Daniel Wetzel  
Stresemannstrasse 29  
10963 Berlin  
thewalks@rimini-protokoll.de 

2. Collection of personal data when using the app 

When you download our app, the necessary information is transferred to the respective 
app store. This may include, in particular, user name, email address, device ID and 
time of download. We have no influence on this data collection and we do not receive 
this data. If you would like to use our app, we collect the following data, which is 
technically necessary for us to display our app to you and to ensure stability and 
security (legal basis is Art. 6 (1)(1)(f) GDPR): 

• Type of terminal you are using 

• Date and time of the request 

• Content of the request (exact page) 

• Access Status/HTTP Status Code 

• Data volume transferred in each case 

• Language selection 

If the app crashes, you can send a crash report to the app store. In this case, we obtain 
access to the following data in order to ensure the stability and security of the app 
(legal basis is Art. 6 (1)(1)(f) GDPR): 

• User data such as name and device ID 

• Log data of the crash 
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3. Payment processing with Stripe 

3.1. When you make a payment in our app, payment is possible with Google Pay, 
Apple Pay, debit cards, credit card, PayPal and Sofortüberweisung. The 
provider of this payment service is Stripe Payments Europe Ltd, Block 4, 
Harcourt Centre, Harcourt Road, Dublin 2, Ireland. Stripe collects data such 
as name and address as well as bank data such as payment type, credit card 
number, account numbers and contract amount. In addition, Stripe places 
cookies to carry out the payment process and to ensure the security of the 
payment process. 

3.2. We have entered into a data processing agreement with Stripe Payments 
Europe Ltd, Block 4, Harcourt Centre, Harcourt Road, Dublin 2, Ireland in 
accordance with Art. 28 GDPR. The agreement can be found here:  
https://support.stripe.com/questions/accept-and-download-your-data-
processing-agreement-(dpa)-with-stripe. 

3.3. We would like to point out that when using Stripe, user data may be 
processed outside the European Union. This can result in risks for users, 
because it could, for example, make it more difficult to enforce users’ 
rights. Stripe has implemented the standard contractual clause for data 
transfer in its contracts, see https://support.stripe.com/questions/does-
stripe-offer-new-standard-contractual-clauses-(sccs).   

3.4. For a detailed description of the respective forms of processing carried out 
by Stripe and the options for objection, please refer to the data protection 
declarations and information provided by Stripe at https://stripe.com/de/
privacy and https://stripe.com/de/guides/general-data-protection-
regulation. 

3.5. The legal basis for the transfer of data is Art. 6 (1)(1)(b) GDPR. Your data 
will only be passed on for the purpose of processing payment and only 
insofar as it is necessary for this purpose. 

4. Use of photos  

4.1. If you make use of the option to upload photos when using our app, we 
collect data in the form of the uploaded photo. These photos can be viewed 
by other users of the app.  
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4.2. The purpose of the data processing is to provide a more interactive and 
better user experience and to fulfil the licence agreement for the uploaded 
photo.  

4.3. The legal basis for the data collection and processing is Art. 6 (1)(1)(b) 
GDPR. 

5. Integration of map material in the app 

5.1. We integrate the map service Apple Maps of Apple Inc., One Apple Park Way, 
Cupertino, California, USA, 95014, and the map service Google Maps of 
Google LLC, 1600 Amphitheatre Parkway, Mountain View, California 94043, 
USA, into our app. These services store data in the form of the time and 
location at which a photo is uploaded to the app. 

5.2. For a detailed description of the respective forms of processing carried out 
by Apple and Google and the options to object, please refer to the data 
protection statements and information at https://www.apple.com/legal/
privacy/de-ww/ and https://policies.google.com/privacy?hl=de.   

5.3. We would like to point out that when using Stripe, user data may be 
processed outside the European Union. This can result in risks for users, 
because it could, for example, make it more difficult to enforce users’ 
rights. The standard contractual clause for Apple data transfers can be 
found at https://ec.europa.eu/info/law/law-topic/data-protection/
international-dimension-data-protection/standard-contractual-clauses-
scc_en. Google’s standard contractual clauses for data transfer can be 
found at https://support.google.com/adspolicy/answer/10042247?hl=de.    

5.4. The purpose of the data processing is to provide a more interactive and 
better user experience and to fulfil the licence agreement for the uploaded 
photo.  

5.5. The legal basis for the data collection and processing is Art. 6 (1)(1)(b) 
GDPR. 

6. Consent to data transfer to the USA 

If you have decided to use the services of Stripe for payment or if you have decided to 
upload images and thus share your location and time with Google Maps or Apple, you 
consent at the same time pursuant to Art. 49 (1)(1)(a) GDPR to your personal data 
being processed in the USA. The USA is assessed by the European Court of Justice as a 
country with an insufficient level of data protection according to EU standards. In 
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particular, there is a risk that your data may be processed by U.S. courts, U.S. law 
enforcement agencies and national security agencies in accordance with their laws for 
monitoring and surveillance purposes, possibly without recourse. Unless you have given 
your consent, the aforementioned transfer will not take place. 

7. Your rights 

7.1. You have the following rights in relation to personal data relating to you: 

• Right of access 

• Right of cancellation where processing has been consented to 

• Right of rectification or erasure 

• Right to restrict processing 

• Right to object to processing 

• Right to data portability 

7.2. You also have the right to complain to a data protection supervisory 
authority about our processing of your personal data.  

8. Erasure of data by the data controller 

8.1. We process and store your personal data only for the period of time 
required to achieve the purpose of storage or if we are legally obliged to do 
so. 

8.2. If the purpose of storage no longer applies or if a storage period prescribed 
by law expires, the personal data will be blocked or deleted by us in 
accordance with the statutory provisions. No action on your part is required 
for this.
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